
Don’t let the darker side of the internet threaten your business
cyberprotect

The Complete Business Solution

Vulnerability Scanning
Network Inventory
Dark Web Monitoring
Phishing Simulation & Training
GDPR Health Check
Cyber Essentials Accreditation
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Focus Cyber Protect 
Don’t let the darker side of the internet 
threaten your business. 

Connectivity is essential for any company, no matter 
your size or industry the internet is an indispensable 
tool. But the functions you need to run your business 
- email, browsing, cloud, WiFi, software, hardware - 
are all vulnerable to attack. 

An online attack can leave you exposed to viruses, 
data breaches, loss of data, loss of connectivity, and 
impact your staff, your customers and the reputation 
of your business. And will probably cost you money. 

cyberprotect
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You work hard, your business is 
precious, let us help you to protect it. 

Cyber Protect pricing plans

Focus Cyber Protect is a six-strand solution that can be tailored to your 
needs. It offers a combination of tools designed to keep your staff and 
business safe from online attack and is constantly evolving to keep you 
ahead of the pack. 

Focus Cyber Protect provides you or your IT team with up-to-date 
solutions and detailed, bespoke information on your exposure and how 
to protect yourself. All without on-site management. 

With four cost-effective packages available, and suitable for any sized 
organisation, Focus Cyber Protect is the new way to keep your company 
safe, secure and always ready for business.

Cyber Protect  
Professional

£300 

Terms apply

PER  
MONTH

Cyber Protect  
Premium

£225 

Terms apply

PER  
MONTH

Cyber Protect  
Plus

£150 

Terms apply

PER  
MONTH

Cyber Protect  

£75 

Terms apply

PER  
MONTH

Vulnerability  
Scanning

Network Inventory

Dark Web Monitoring

Phishing Simulation  
& Training

GDPR Health Check

Cyber Essentials  
Accreditation 

FROM FROM FROM FROM
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Network Inventory

Phishing Simulation  
& TrainingDark Web Monitoring

Cyber Essentials  
Accreditation GDPR Health Check

Vulnerability  
Scanning

So, take control of your network and data 
before somebody else does… 

Focus Cyber Protect provides: 
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Identifies security holes in your network

Helps prevent ransomware attacks

Provides a full comprehensive report

Keeps unwanted visitors out!

Vulnerability ScanningEven with a firewall or antivirus software  
in place you may still be vulnerable. 
Our proactive port scanning software will go deep into your router and behind 
your firewall to reveal any open ports or vulnerabilities. An open port is the 
most common way a hacker can break into your system to harvest data or 
initiate devastating ransomware attacks.  

Scanning your system regularly for threats, open ports and vulnerabilities is the 
easiest and most cost-effective way of taking control of your security, because it 
exposes invisible threats before they become a problem. 

Your bespoke report provides actionable and prioritised information that identifies  
and allows your company to close security holes. 

Vulnerability exposure should be the first consideration in your company’s security 
strategy, without it everything else you have in place won’t protect you. And for  
that reason, Vulnerability Scanning is included first in every one of our 
Cyber Protect packages. 
 

 
 
Available on packages: 

Cyber Protect 
Cyber Protect Plus
Cyber Protect Premium 
Cyber Protect Professional 

Vulnerability Scanning
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Vulnerability Scanning

I was surprised to see how exposed we 
were after seeing our vulnerability 
report. This gave us the opportunity  
to engage Focus to quickly secure our 
network before  we inevitably suffered  
a breach.” – Mr A Drake
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N
etw

ork Inventory

The weak link in your security chain may  
be sitting right in front of you! 
Every piece of hardware in your company – PCs, servers, printers, laptops  
– may be housed in your office but all are exposed to the outside world  
via the internet, the cloud and wireless and Bluetooth connections. 

They can be full of unused data and applications, running a slow CPU, vulnerable  
to attack or just not fit for purpose anymore. Ineffective or aged hardware can seriously 
hinder a company’s productivity, especially as update patching may not work on older 
machines. All IT has a shelf life, so protect your assets with a Network Inventory.  
Included in all our Cyber Protect packages, this essential scan will generate a full  
risk report based on your current IT estate and includes: 

• Full asset inventory
• Hardware lifecycle report
• Full user count
• Password strength assessment 
• Connection speed tracker

And much, much more that will keep your computer equipment and operating  
systems in tip-top shape.  

Available on packages: 

Cyber Protect 
Cyber Protect Plus
Cyber Protect Premium 
Cyber Protect Professional 

Gain visibility into your IT 
environment

Network Inventory 
Monitoring

Network Inventory Full IT estate report
Rights and permissions overview

Aging hardware list
Operating system list

With the impending end of life support 
for Windows 7, our report gave us the 
insight as to exactly what we had on our 
network. PCs I didn’t even know we had! 
Thank you.” – Mr M Grant
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D
ark W

eb M
onitoringYou may believe that the Dark Web has  

nothing to do with you. But you’d be wrong. 
The Dark Web is an additional, unmonitored layer to the internet - accessible 
using a readily-available browser - where scammers and hackers can source, 
buy and sell personal information such as passwords, credit card numbers, 
names, addresses and other sensitive information. Data held by your company 
will be there.   

A live search by Focus Cyber Protect will go deep into the underbelly of the net  
to discover your company’s exposure on the Dark Web, and you’ll be surprised by 
what we find…client details, email passwords, staff information, all up for grabs.  

We will provide a full report on your company’s exposure on the Dark Web, so you  
can immediately address your threat and make any changes so that the  
information becomes unusable. 

From then on we will monitor your domain continuously and alert you when  
a breach has been made. This ensures passwords and payment details can be 
changed before they are sold or used maliciously…stopping scammers in their tracks! 

This is the flagship product in the Cyber Protect security range and because  
it’s so essential is included in all of our packages. 

Available on packages: 

Cyber Protect 
Cyber Protect Plus
Cyber Protect Premium 
Cyber Protect Professional 

Dark Web Monitoring

Dark Web Monitoring Full Dark Web reporting

Real-time validated data
Deployed in minutes

Award-winning platform

What can I say – I am shocked! We 
had 322 pieces of information for 
sale on the Dark Web including 
most of the director’s passwords. 
Thanks to Focus’ Dark Web 
Monitoring service, we established 
our liability very quickly and took 
the necessary action to remediate. 
Focus now monitor this ensuring 
we are alerted in real-time  
when a new threat is found.”
– Mrs C Gardner
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Phishing Sim
ulation & Training

Your staff could be the best line of 
defence in the war against cybercrime. 
But we’re all human and mistakes can be made. Our simulated phishing 
attacks target your staff with the latest scams so we can measure where 
improvements can be made. A lack of training or judgement can all 
contribute to allowing hackers, viruses and vicious malware access to  
your business. So, let’s get everyone up to speed. 

We can create tailored groups of staff to be included and send them different 
campaigns and messaging based on the audience. Reaction to the phishing 
identifies team members that might benefit from training on how to spot these 
attacks and in response we provide easy-to-understand training videos and 
quizzes.
 
And because scams are constantly evolving and getting cleverer so are we, our 
staged emails mimic all the latest tricks and new kits and courses are uploaded 
every month. 

Educating your staff on how to avoid being scammed or phished is key in keeping 
everyone safe. This handy service compliments the Dark Web Monitoring and so  
is provided as an enhancement to our original Cyber Protect package.
 

Available on packages:  
Cyber Protect Plus
Cyber Protect Premium 
Cyber Protect Professional 

Phishing Simulation & 
Training

Phishing Simulation & Training Leading Phishing Simulation platform

Video based training
Staggered phishing emails
Graphical reporting

Huge template library

Most of our staff were aware 
of cyber threats, but Focus’ 
Phishing Simulation still 
managed to fool 46% of our 
workforce. Followed up by 
intuitive online training, 
coupled with a test, our staff 
are on a 12 month cyber 
awareness training 
programme to avoid falling 
into the ever-advancing 
phishing trap. Thank you!”
– Mr S Peters (150 + Staff)
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G
D

PR H
ealth Check

Did you know that you are liable for any data 
breaches originating from your company?  
New rules around data protection have been created to protect us all, 
but what does this mean for your business? Any vulnerability within your IT 
systems can lead to the data you process being lost or exposed. This is now illegal.

Data breaches can be investigated by a Government Body and run the risk of huge fines. 
The data at risk includes names, addresses, phone numbers, payment information, email 
addresses, National Insurance numbers and much more. Most companies will hold data 
about their employees or clients and it’s your responsibility to protect it. 
 
The GDPR Health Check is a comprehensive report based on the findings of our 
specialist data software designed to uncover any GDPR related network issues and 
potential breaches. Our data protection officer (DPO) will provide you with a consolidated 
report outlining your potential financial liability if you were to be inspected by the 
Information Commissioner’s Office. 
 
The software will flag data that could contain personal information along with the file 
location so you can ensure it has been processed correctly or deleted. A GDPR policy is 
mandatory for every operating business, and our health check is absolutely essential for 
any company processing large amounts of data.  

 

GDPR Health Check

GDPR Health Check Full data liability report

Easy to digest information

Contact with our DPO
Helping you keep compliant

We knew our data was in a mess. 
The GDPR Health Check gave us a 
clear understanding of what was 
stored on our network giving us 
the ability to provide a safe home 
for it. This service has really 
helped us become GDPR 
compliant.” – Mr M Stay
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Cyber Essentials A
ccredition

If you want your clients, customers and staff 
to trust your commitment to cyber security 
then why not prove that you are up to 
industry standard?  
Cyber Essentials is a Government-backed, industry-supported scheme that helps 
organisations protect themselves against common online threats and ensures 
company-wide best practice. 

This accreditation - created by the National Cyber Security Centre - demonstrates that 
your company, no matter its size, is taking cyber security seriously. Your certification can 
mean your business is less likely to be targeted and more likely to be considered when 
customers are looking for a partner that takes cybercrime, GDPR and security seriously.
 
Once certified you will be listed in the Cyber Essentials Business Directory and can 
display your accreditation mark on your site and materials. Ideal for larger companies 
and part of our Cyber Protect Professional package we will work with you to ensure your 
IT system meets the official standards and successfully gains this accreditation. We’ll 
even pay the fee! 

 
 
 
 
Available on packages:  
Cyber Protect Professional 

Cyber Essentials 
Accreditation

Cyber Essentials Accreditation Reassure customers that you are working  
to secure your IT against cyber attack

Attract new business with the promise you have 
cyber security measures in place

You have a clear picture of your organisation’s 
cyber security level

Some Government contracts require  
Cyber Essentials certification

We wanted to become Cyber 
Essentials certified, but to 
also understand what would 
make us comply. Focus made 
this clear on what we needed 
to do whilst obtaining the 
certification for us.”
 – Mrs A Eastman
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Talk to us about locking-in your company’s cyber security today. 


